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COMPANY OBJECTIVE/MISSION TC "COMPANY OBJECTIVE/MISSION" \l 1 
One-Stop Communications will seek to provide our customers with the best products and customer services available. We will value our employees as our greatest asset. Additionally, we will strive to better the communities in which we are involved by encouraging our employees to serve the community through civic involvement.

We give value first.

We help other people.

We strive to be the best at what we love to do.

We establish long-term relationships with everyone.

We have fun.

And, we do that every day….


CUSTOMER RELATIONS TC "CUSTOMER RELATIONS" \l 1 
We are here because of and to serve our customer.  Welcome them!!!  Make them feel at home whether they telephone or visit in person.  A friendly smile (smiles can be heard over the phone) and an interest in the problems of our customers are an effective means of holding their business and encouraging them to recommend us to their friends.  You as an employee of One-Stop Communications, determine the image projected to our customer and the general public.  Your willingness to serve, your pleasant manner and your knowledge of our products and services encourages customers to buy from us.

Regardless of how irritating a caller may be, it is your responsibility to be understanding, courteous and helpful in solving the customer’s problem.  You must continually keep this in mind and project a good image to all you come in contact with.  This is extremely important and involves your language, tone of voice, personal contact, dress and general attitude.

Never become so preoccupied with office procedures, details and systems that you forget who keeps us in business.  Our customers are the most important people you will meet.

Do not discuss customers, employees or office business in front of other customers, visitors, family or friends outside the office.  Remember that often you are handling information that is confidential.  The nature of some of our dealing with the public makes it essential that we treat each transaction as confidential.


BASIC WORK EXPECTATIONS TC "BASIC WORK EXPECTATIONS" \l 1 
Employees are expected to:

· Complete all work accurately and in a timely manner.

· Maintain a positive and loyal attitude about One-Stop Communications and its customers.

· Create a professional atmosphere through business like behavior, dress and workspace appearance.

· Respond to customer requests accurately, professionally and promptly by the end of the next business day at the latest.

· Conduct all business ethically, morally and in accordance with all applicable laws and contracts.


ORGANIZATION CHART TC "ORGANIZATION CHART" \l 1 
The organization chart below identifies and formalizes the reporting and working relationships of the positions listed.  The store manager and service manager work closely, share responsibilities and assume both positions when one is absent.  This chart is to help employees become familiar with the structure of the company and the relationship held by each individual to one another.














COMMITMENT TO EMPLOYEES TC "COMMITMENT TO EMPLOYEES" \l 1 
One-Stop Communications recognizes that its staff is its most important strength and therefore is committed to providing an excellent work environment, opportunities for self-development and growth, and monetary and non-monetary rewards for hard work and commitment to One-Stop Communications. One-Stop Communications employee benefits have been designed to promote loyalty and longevity and the company’s philosophy is to “promote from within” whenever possible.


CONTINUITY OF POLICES – RIGHT TO CHANGE OR DISCONTINUE TC "CONTINUITY OF POLICES – RIGHT TO CHANGE OR DISCONTINUE" \l 1 
The policies and procedures in this manual are not intended to be contractual commitments by One-Stop Communications and employees shall not construe them as such. They are intended to be guides to management and merely descriptive of suggested procedures to be followed. 

One-Stop Communications reserves the right to revoke, change, or supplement guidelines at any time without notice. No policy is intended as a guarantee of continuity of benefits or rights. No permanent employment or employment for any term is intended or can be implied by statements in this book.


EQUAL EMPLOYMENT OPPORTUNITY TC "EQUAL EMPLOYMENT OPPORTUNITY" \l 1 
Equal Opportunity is One-Stop Communications policy. It is our policy to select the best-qualified person for each position in the organization.

No employee of the company will discriminate against an applicant for employment or a fellow employee because of race, creed, color, religion, sex, national origin, ancestry, age, or other physical or mental disability. No employee of the company will discriminate against any applicant or fellow employee because of the person’s veteran status.

This policy applies to all employment practices and personnel actions including advertising, recruitment, testing, screening, hiring, selection for training, upgrading, transfer, demotion, layoff, termination, rates of pay, and other forms of compensation or overtime.


EMPLOYEE INTRODUCTORY PERIOD TC "EMPLOYEE INTRODUCTORY PERIOD" \l 1 
The introductory period is intended to give new employees the opportunity to demonstrate their ability to achieve a satisfactory level of performance and to determine whether the new position meets their expectations.  One-Stop Communications uses this period to evaluate employees capabilities, work habits and overall performance.  Either the employee or One-Stop Communications may end the employment relationship at will at any time during or after the introductory period with or without cause or advance notice.

All new and rehired employees work on an introductory basis for the first 90 calendar days after their date of hire.  If One-Stop Communications determines that the designated introductory period does not allow sufficient time to thoroughly evaluate the employee’s performance, the introductory period may be extended for a specified period.


RETURN TO WORK AFTER SERIOUS INJURY OR ILLNESS TC "RETURN TO WORK AFTER SERIOUS INJURY OR ILLNESS" \l 1 
As a joint protection to the employee and the company, employees who have been absent from work because of serious illness or injury are required to obtain a doctor’s release specifically stating that the employee is capable of performing his or her normal duties or assignments. A serious injury or illness is defined as one that results in the employee being absent from work for more than one consecutive week or one which may limit the employee’s future performance of regular duties or assignments.

One-Stop Communications management shall ensure that employees who return to work after a serious injury or illness are physically capable of performing their duties or assignments without risk of re-injury or relapse.

If the cause of the employee’s illness or injury was job-related, the employee’s supervisor/manager will make every reasonable effort to assign the returning employee to assignments consistent with the instructions of the employee’s doctor until the employee is fully recovered. A doctor’s written release is required before recovery can be assumed.


CONFIDENTIALITY OF COMPANY INFORMATION TC "CONFIDENTIALITY OF COMPANY INFORMATION" \l 1 
All employees are asked to sign the following statement at the time of employment:

“In consideration of my employment with One-Stop Communications, I will be exposed to information and materials which are confidential and proprietary and of vital importance to the economic well-being of One-Stop Communications. I will not at any time disclose or use, either during or subsequent to my employment, any information, knowledge, or data which I receive or develop during my employment which is considered proprietary by One-Stop Communications or which relates to the trade secrets of One-Stop Communications. Such information, knowledge, or data includes the following which is by example only: processes, know-how, designs, drawings, diagrams, formulas, test data, accounting or financial data, pricing or salary data, marketing data, business plans and strategies, negotiations and contracts, research, customer or vendor lists, inventions, and discoveries One-Stop Communications.  All customer, vendor and employee information is considered confidential.

I further agree that upon termination of my employment with One-Stop Communications, I shall promptly return any and all documents containing the above information, knowledge, or data, or relating thereto, to One-Stop Communications. This agreement shall be binding upon my successors, heirs, assigns, and personal representatives and shall be for the benefit of the successors and assigns of One-Stop Communications. In the event that a dispute arises concerning this agreement and a lawsuit is filed, the prevailing party shall be entitled to reasonable legal fees and costs from the other party.

I acknowledge that the proprietary information and trade secrets are created at substantial cost and expense to One-Stop Communications and that unauthorized use or disclosure would cause irreparable injury to One-Stop Communications. I hereby consent to the order of an immediate injunction, without bond, from any court of competent jurisdiction, enjoining and restraining me from violating or threatening to violate this provision.

I understand that my continued employment with One-Stop Communications is contingent upon my compliance with this agreement.”

	

	Employee’s Signature
	Date



CONFLICT OF INTEREST TC "CONFLICT OF INTEREST" \l 1 
No employee of One-Stop Communications shall maintain an outside business or financial interest, or engage in any outside business or financial activity, whether as an officer, director, shareholder [other than the holder of less than five percent of a publicly-traded company], partner or otherwise, which conflicts with the interests of the company, or which interferes with his or her ability to fully perform job responsibilities.

For example, and not by limitation, if your job responsibilities include purchasing, or you are in a position to influence such purchases, you should have no proprietary or financial interest in any business that furnishes products, materials, or services to the company or in any related transaction. Nor may you benefit directly or indirectly from a third party who furnishes products, materials, or services to the company. Violation of this policy will result in immediate dismissal.


MEDICAL EVALUATIONS AND INTERVIEWS TC "MEDICAL EVALUATIONS AND INTERVIEWS" \l 1 
Once an employee has been hired, medical interviews may be conducted by a health professional chosen by the company to determine the employee’s ability to fulfill job-related requirements. Physicals may be authorized for employees, if a job has special physical demands or when an employee’s ability to meet the physical demands is reasonably in question.

Only the personnel manager may authorize such interviews or physicals. All costs for required medical interviews or physicals will be borne by One-Stop Communications. The employee must sign a written release of this information to the company. A copy of any written report received from the health professional respecting the interview will be provided to the employee and employer.

All information received will be deemed confidential. An employee’s continued employment with One-Stop Communications is conditioned upon successful completion of the medical interview.


OUTSIDE EMPLOYMENT TC "OUTSIDE EMPLOYMENT" \l 1 
Employment on a part-time basis other than One-Stop Communications is acceptable as long as there is not conflict of interest and does not interfere with your performance at One-Stop Communications.  You are required to discuss contemplated outside employment with your supervisor before accepting the outside position to be sure there is not conflict of interest.


COMPANY VEHICLES TC "COMPANY VEHICLES" \l 1 
One-Stop Communications makes every effort to ensure the safety and dependability of company vehicles and safety for employees/customers in any vehicle.

· All employees will provide a copy of their driver’s license and personal vehicle insurance (if applicable) to their supervisor upon start of employment.

· Any employee who will be driving a company vehicle or personal vehicle for company business must have a valid driver’s license and must have a clean driving record.  Clean is defined by our insurance company and any discretion lies with them.  Any employee who does not meet these criteria will not be permitted to drive company vehicles and may be terminated if their job requires them to drive a company vehicle.

· Any employee who is driving a company vehicle or personal vehicle for company business is expected to obey all traffic laws.  Any employee who receives a traffic citation or warning while driving a company vehicle or personal vehicle for company business must report this to their supervisor immediately.  Disciplinary action is likely to result.

· All employees are expected to comply with the vehicle use standards, health and safety rules listed below.

· All employees who are involved in a traffic accident while driving a company vehicle or personal vehicle for company business must report this to their supervisor following any accident and any necessary accident follow-up (i.e., police reports, medical reports, etc.).

· Any employee who experiences a change in their driving record (i.e., accident in which you are determined to be at fault, speeding ticket, DUI, suspension, etc.) is required to report the change to their supervisor.

· Employees are responsible to make sure all company vehicles are clean and organized after each use. 

· Employees are not permitted to use company vehicles for personal use without prior permission of Michael Buffington.

· Employees are not permitted to transport passengers for personal use at any time.

Vehicle Standard, Health and Safety Rules

· Every passenger must use a seat belt.

· Every passenger must stay seated while the vehicle is in motion.

· Smoking and chewing tobacco in company vehicles is not permitted.


GARBAGE TC "GARBAGE" \l 1 
One-Stop Communications has a dumpster in Lewistown for garbage disposal of waste produced by One-Stop and One-Stop rental properties.  No one is permitted to dispose of any personal items in the dumpster without prior permission from management.  If permission is granted to use the dumpster for personal use by management, no waste may be put into the dumpster until the night before normal garbage pick-up and dumpster must have room for additional waste.  At no time shall the dumpster be overfilled.  

No grass clippings or plant clippings, tires or hazardous waste are permitted in the dumpster.  Hazardous waste includes, but is not limited to wet cell batteries, paint, cleaners, chemicals, etc…

Normal garbage pick-up in Lewistown is weekly early Thursday morning, except for weeks containing a holiday.  If a holiday does occur during the week garbage pick-up normally occurs early Friday morning.


COMPANY CREDIT CARD USE TC "COMPANU CREDIT CARD USE" \l 1 
One-Stop Communications employees may be provided with company credit card(s) for purchasing business related item(s) as approved by management.  ALL purchases MUST be approved by management before ANY employee is permitted to use any company credit card(s), except installers purchasing gasoline with designated credit cards for gasoline purchases used in company vehicles.  If management is not available to approve a purchase an employee may NOT use their company credit card for purchasing.  All employees must inform management what they plan on purchasing, the cost of the purchase and any additional expenses for the purchase, such as shipping and handling.  If an employee must make a purchase without approval from management the employee will be required to pay for the purchase with their own funds and submit a receipt to Michael Buffington or management for reimbursement.

All credit card purchase must have the original receipt submitted to the administrative office.  If an original receipt for a purchase is not submitted by an employee they will be subject to corrective actions, including deducting the purchase from their paycheck for an unauthorized purchase.

Under no circumstances may a company credit card be used for personnel expenses.  Only authorized business expenses may be charges to company credit card(s).  Anyone found abusing this policy will be subject to corrective actions, which may include termination.


EMPLOYEE PURCHASING & DISCOUNTS TC "EMPLOYE PURCHASING & DISCOUNTS" \l 1 
One-Stop Communications employees are permitted to purchase products and inventory from One-Stop Communications.  The discounted price employees pay for a product from One-Stop Communication is intended to cover the cost of the product, shipping/handling fees and administrative cost.  The amounts listed below for mark-up of the product being purchased by an employee are intended as a reference and may be adjusted by management as deemed necessary to cover all expenses associated with product being purchased by an employee.

-Most in stock items weighing less than three pounds will be marked up 10% of last cost.

-Special orders weighing less than three pounds delivered to One-Stop Communications in a normal stocking order will be marked up 10% of last cost.

-All items over three pounds and/or items not ordered with a normal stocking order for One-Stop Communications will be marked up by 5% plus the cost of shipping. 

Employees are expected to pay for items they purchase from One-Stop Communications upon being invoiced for a product, unless management gives prior approval of terms for a sale.  If any employee is permitted to charge an item(s) to One-Stop Communications the employee and manager approving the transaction must sign the original invoice.  The original invoice must contain notes/comments about any special conditions of the sale and the reason the employee was permitted to charge the item(s).  Item(s) for an employee may not leave One-Stop Communications until they have been invoiced.  A manager must generate all invoices created for employees.

Some items may be discounted below cost when associated with a commission payment from a service provider.  Management will determine all discounts associated with a commission payment.  

Employees will not be paid any type of commission when purchasing a product at a discounted price.


GRATUITIES TO GOVERNMENT EMPLOYEES OR OFFICALS TC "GRATUITIES TO GOVERNMENT EMPLOYEES OR OFFICALS" \l 1 
In adherence to government regulations, no employee may offer a gratuity to any government employee or official on behalf of One-Stop Communications. Gratuities are defined as meals, drinks, gifts, expenses, cash, or any other item of value, including personal service. 

An offer to provide, or the actual provision of, any form of gratuity to a government employee or official will constitute grounds for immediate termination.


OFFICE & SHOP EQUIPMENT TC "OFFICE & SHOP EQUIPMENT" \l 1  

One-Stop Communications has made significant investments in office equipment, office equipment, computers, tools, vehicles, etc…  Your respect and proper care for all equipment and our work environment is required.  If you have a problem with any equipment, please inform your supervisor and they will arrange for repair.

When leaving the office verify all electronic non-essential equipment has been turned off.

Upon leaving the employment of One-Stop Communications, you must return all One-Stop Communications property.


RECORDS TC "RECORDS" \l 1 
All One-Stop Communication records, files or lists both paper and electronic are the sole and exclusive property of One-Stop Communications.  All customer and vendor data is confidential information and should be treated as such by employees.  Employees should never divulge any customer or vendor information to any other party.


GRATUITIES TO CUSTOMER OR SUPPLIER REPRESENTATION TC "GRATUITIES TO CUSTOMER OR SUPPLIER REPRESENTATION" \l 1 
This policy establishes the ethical conduct to be maintained by employees in relationships with customers and suppliers.

As an employee, you may not receive, give, pay, promise, or offer to our customers anything of value whether cash or any other property for the purpose of securing or appearing to secure preferential treatment. This also includes any form of gratuity to or from employees of our customers or members of their families.

Violation of this policy in any form will require immediate disciplinary action.


ACCESS TO PERSONNEL FILES TC "ACCESS TO PERSONNEL FILES" \l 1 
All personnel files maintained in One-Stop Communications are private and confidential. Except as specifically provided in this policy, no person (other than the employee accessing his or her own file with permission) shall be permitted any access to these files.

Only the following individuals will be permitted access to the personnel files:

Michael Buffington and Phyllis Wagner


BACKGROUND CHECKS TC "BACKGROUND CHECKS" \l 1 
One-Stop Communications desires to provide its staff and customers with a reasonably safe and secure environment and to provide reasonable protection for the financial and material assets of the company. 

As a condition of employment, applicants offered sensitive positions and current employees transferring into sensitive positions are required to sign release of information forms authorizing One-Stop Communications to make a thorough background check. This information is necessary to determine that the applicant or employee has the required skills or competencies, has a history of safe driving and/or has no relevant criminal history or offenses that may jeopardize the safety or welfare of the company's operations, employees, or customers. 


PERFORMANCE IMPROVEMENT TC "PERFORMANCE IMPROVEMENT" \l 1 
Performance improvement may be suggested whenever company management believes that an employee’s performance is less than satisfactory and can be resolved through adequate counseling. Corrective counseling is completely at the discretion of company management. The company desires to protect its investment of time and expense devoted to employee orientation and training whenever that goal is in the company’s best interests. The company expressly reserves the right to discharge “at will.” Even if corrective counseling is implemented, it may be terminated at any step at the discretion of management. Management, in its sole discretion, may warn, reassign, suspend, or discharge any employee at will, whichever it chooses and at any time.

The supervisor/manager, with assistance of Michael Buffington, will determine the course of action best suited to the circumstances. The steps in performance improvement are as follows:

Verbal counseling - As the first step in correcting unacceptable performance or behavior, the supervisor/manager should review pertinent job requirements with the employee to ensure his or her understanding of them. The supervisor/manager should consider the severity of the problem, the employee’s previous performance appraisals and all of the circumstances surrounding the particular case. Stating that a written warning, probation, or possible termination could result if the problem is not resolved should indicate the seriousness of the performance or misconduct. The employee should be asked to review what has been discussed to ensure his or her understanding of the seriousness of the problem and the corrective action necessary. The supervisor/manager should document the verbal counseling for future reference immediately following the review.

Written counseling - If the unacceptable performance or behavior continues, the next step should be a written warning. Certain circumstances, such as violation of a widely known policy or safety requirement, may justify a written warning without first using verbal counseling. The written warning defines the problem and how it may be corrected. The seriousness of the problem is again emphasized, and the written warning shall indicate that probation or termination may result if improvement is not observed. Written counseling becomes part of the employee’s personnel file, although the supervisor/manager may direct that the written warning be removed after a period of time, under appropriate circumstances.

Probation - If the problem has not been resolved through written counseling or the circumstances warrant it, the individual should be placed on probation. Probation is a serious action in which the employee is advised that termination will occur if improvement in performance or conduct is not achieved within the probationary period. Michael Buffington and the employee’s supervisor/manager, after review of the employee’s corrective counseling documentation, will determine the length of probation. Typically, the probation period should be at least two weeks and no longer than 60 days, depending on the circumstances. A written probationary notice to the employee is prepared by the supervisor/manager. 

The letter should include a statement of the following:

The specific unsatisfactory situation;

A review of oral and written warnings;

The length of probation;

The specific behavior modification or acceptable level of performance;

Suggestions for improvement;

A scheduled counseling session or sessions during the probationary period; and

A statement that further action, including termination, may result if defined improvement or behavior modification does not result during probation. “Further action” may include, but is not limited to reassignment, reduction in pay, grade, or demotion.

The supervisor/manager should personally meet with the employee to discuss the probationary letter and answer any questions. The employee should acknowledge receipt by signing the letter. If the employee should refuse to sign, the supervisor/manager may sign attesting that it was delivered to the employee and identifying the date of delivery. The probationary letter becomes part of the employee’s personnel file.

On the defined probation counseling date or dates, the employee and supervisor/manager will meet to review the employee’s progress in correcting the problem, which led to the probation. Brief written summaries of these meetings should be prepared with copies provided to the employee and Michael Buffington.

At the completion of the probationary period, Michael Buffington and the supervisor/manager will meet to determine whether the employee has achieved the required level of performance and to consider removing the employee from probation, extending the period of probation, or taking further action. The employee is to be advised in writing of the decision. Should probation be completed successfully, the employee should be commended, though cautioned that any future recurrence may result in further disciplinary action.

Suspension - A two or three day suspension without pay may be justified when circumstances reasonably require an investigation of a serious incident in which the employee was allegedly involved. A suspension may also be warranted when employee safety, welfare, or morale may be adversely affected if a suspension is not imposed.


In addition, and with prior approval of the Michael Buffington, suspension without pay for up to three consecutive working days may be imposed for such proven misconduct as intentional violation of safety rules, fighting, drinking alcohol on the job or any other conduct or actions determined unacceptable by Michael Buffington. These examples do not limit management’s use of suspension with or without pay in other appropriate circumstances, such as the need to investigate a serious incident. In implementing a suspension, a written counseling report should set forth the circumstances justifying the suspension. Such a report shall become part of the employee’s personnel file.

Involuntary Termination - The involuntary terminations notice is prepared by the supervisor/manager with concurrence of, and review by, the personnel department. The employee is notified of the termination by the supervisor/manager and will be directed to report to the personnel department for debriefing and completion of termination documentation. Involuntary termination is reserved for those cases that cannot be resolved by corrective counseling or in those cases where a major violation has occurred which cannot be tolerated.

The following definitions and classification of violations, for which corrective counseling, performance improvement, or other disciplinary action may be taken, are merely illustrative and not limited to these examples. A particular violation may be major or minor, depending on the surrounding facts or circumstances.

Minor violations - Less serious violations that have some effect on the continuity, efficiency of work, safety, and harmony within the company. They typically lead to corrective counseling unless repeated or when unrelated incidents occur in rapid succession. Here are some examples of minor violations:

Excessive tardiness;

Unsatisfactory job performance;

Defacing company property;

Interfering with another employee’s job performance;

Unauthorized use of the company telephone, Internet, or equipment for personal business.

Major violations - These more serious violations would include any deliberate or willful infraction of company rules and may preclude continued employment of an employee. Here are some examples of major violations:

Fighting on company premises;

Repeated occurrences of related or unrelated minor violations, depending upon the severity of the violation and the circumstances;

Any act which might endanger the safety or lives of others;

Departing company premises during working hours for personal reasons without the permission of the supervisor/manager;

Bringing firearms or weapons onto the company premises;

Deliberately stealing, destroying, abusing, or damaging company property, tools, or equipment, or the property of another employee or visitor;

Disclosure of confidential company information or trade secrets to unauthorized persons;

Willfully disregarding company policies or procedures;

Willfully falsifying any company records; 

Failing to report to work without excuse or approval of management for three consecutive days;

Bringing software into the company and installing it on company computers without authorization;

Violating the terms set out in the e-Policy.

Excessive absenteeism;

Failure to observe working hours, such as the schedule of starting time, quitting time, rest and meal periods;

Performing unauthorized personal work on company time;

Failure to notify the supervisor/manager of intended absence either before or within one hour after the start of a shift.


VACATION TC "VACATION" \l 1 
Vacation benefits are based on the employee’s next anniversary date that occurs in the current calendar year. The schedule is as follows:

	Anniversary Date in Calendar Year
	Vacation Entitlement as of January 1 of Calendar Year

	2nd through 9th
	2 weeks

	10th or more
	3 weeks


To be eligible to take vacation, the employee must be in active pay status working a regular schedule of 40 hours per week. Vacation is not vested, and a terminating employee will not be paid for vacation not taken. Vacation not paid or taken during the calendar year is forfeited.

New employees become eligible to take vacation after they have worked twelve consecutive months.   Part-time employees are not entitled to paid vacation. Employees who are not entitled to paid vacation may request permission from their supervisor/manager to take up to one week of unpaid vacation time.

The employee’s supervisor/manager is responsible for scheduling vacations. The administration personnel administers vacation entitlement. Employees are responsible for planning ahead for vacation and working out their schedule with their supervisor/manager. Normally, three-weeks advance notice of vacation is expected and necessary to ensure appropriate scheduling of work. Employees who desire to take more than one week of vacation at one time should give their supervisor/manager one-month advance notice.  Not all requests for vacation will be honored depending previously scheduled vacations and company schedules. Generally NO vacations will be honored for the months of November and December. 

Employees can request to be paid for any unused vacation time.  To be paid for unused vacation time a written request must be submitted to management by December 1st of that calendar year.  This request is subject to approval by management.  Upon approval unused vacation pay will be at standard hourly or salary rate.  Overtime does not apply to vacation pay.  Vacation not paid or taken during the calendar year is forfeited.  


HOLIDAYS TC "HOLIDAYS" \l 1 
One-Stop Communications generally provides six designated paid holidays each year. Other holidays may be added at the discretion of Michael Buffington.  The six scheduled holidays are as listed below:

· New Years Day

· Memorial Day

· Independence Day

· Labor Day

· Thanksgiving Day

· Christmas Day

Eligibility for Holiday Pay

Employees must work the last scheduled day before a holiday and the first scheduled working day following the holiday to be eligible for holiday pay unless time off on these days has been excused with pay [e.g. vacation and sick leave]. Only regular full time employees are eligible for full holiday pay. Temporary employees are not eligible for holiday pay.  Holiday pay will not be considered as over time and will only be paid at an employees standard hourly rate.

Part-time employees are entitled to an equal number of company holidays, but they shall receive pay for only the number of hours they would have regularly worked. Scheduled work on holidays is discouraged since the company sees the purpose of holidays as a provision for employee relaxation. If an employee is required to work on a scheduled holiday, the employee will be paid for hours worked at his or her regular pay in addition to holiday pay. 

If a designated holiday falls within an employee’s vacation period, the holiday is not considered a vacation day. Employees may take religious holidays not designated as a company holiday either as a floating holiday or without pay. Prior approval in advance must be obtained from the employee’s supervisor/manager.


WORKERS’ COMPENSATION INSURANCE TC "WORKERS’ COMPENSATION INSURANCE" \l 1 
One-Stop Communications insures all employees against accidental injuries occurring on the job, in accordance with the Pennsylvania Workers’ Compensation Law. Coverage begins on date of employment and covers any injury or illness sustained in the course of employment that requires medical, surgical, or hospital treatment. Employees must report all accidents immediately to their supervisor or department manager, and the supervisor/manager must notify One-Stop Communications insurance company within 24 hours. If the supervisor or department manager is not available the employee should notify the insurance company. No matter how minor an on-the-job injury may appear, it is important that it is reported immediately. This procedure will enable an eligible employee to qualify for coverage, in a timely manner.


SICK LEAVE TC "SICK OR PERSONAL LEAVE" \l 1 
A regular full-time employee will receive 16 hours of sick leave per year after six months of continuous employment. Employees must be in an active pay status on the last day of the month to accrue sick.

It is in the best interests of an employee who is ill or injured that the employee not remain at work. It is the supervisor/manager’s responsibility to send the employee home if the employee is incapacitated.

Time for routine doctor or dentist appointments is not to be charged to sick leave and will be unpaid.  Employees are encouraged to make such appointments before arriving for work or after leaving work for the day, if possible. If time off is required for such appointments, arrangements should be made in advance with the employee’s supervisor/manager. The employee must use accumulated sick leave in conjunction with income protection plans or other sources of disability income to achieve full pay for as long as possible. However, at no time can the combination of these exceed normal earnings.

An employee is expected to notify his or her supervisor/manager at the beginning of each workday during illness or injury. Exceptions to this include a serious accidental injury, hospitalization, and when it is known in advance that the employee will be absent for a certain period of time.

A Medical Release Statement is to be submitted to the employee’s supervisor/manager for review before the employee returns to work in the following situations:

Five or more consecutive workdays of absence due to illness or injury;

In all cases of work-related injury when the employee has been unable to work after the time of the injury; 

When returning from medical or maternity leaves of absence.

In the case of a work-related accident or injury, the company will compensate an employee for any lost work hours beginning on the date of the accident or injury. The employee’s sick leave is not to be used for this purpose. The employee must use workers’ compensation or other disability income to achieve full pay for as long as possible.

Unused sick leave will be forfeited upon termination. No employee will be allowed to overdraw sick leave.  Sick leave is not earned while an employee is on a leave of absence.


JURY DUTY TC "JURY DUTY" \l 1 
Time off for mandatory jury duty or court appearances required as a result of a valid subpoena or court order is excused and paid at full salary, provided that proof of duty is verified by the employee’s supervisor/manager.

There will be no adjustment in the employee’s salary for receipt of jury duty pay, witness fees, or expenses. The employee is expected to report for work when it does not conflict with court obligations. 

It is the employee’s responsibility to keep his or her supervisor/manager periodically informed about the amount of time required for jury duty or court appearances.


BEREAVEMENT LEAVE TC "BEREAVEMENT LEAVE" \l 1 
The company will provide time off for employees to attend the funerals of family members and friends. Your supervisor/manager will approve whatever period of time is necessary and appropriate under the circumstances.

If the conditions warrant and the supervisor/manager agrees, paid leave will be granted, but the amount of paid leave time will not exceed three days at regular straight-time wages. Such leave is in addition to all other paid leave time. 

Typically, paid leave is reserved for the death of immediate family members.


CONFERENCES AND MEETINGS TC "CONFERENCES AND MEETINGS" \l 1 
Employees may request time off or company financial support or both to attend conferences or meetings sponsored by institutions or professional organizations. At times management will require employees to attend conferences and meeting. The subject matter to be presented must relate directly to the employee’s position or provide beneficial information to be shared in the employee’s department.

The employee’s supervisor/manager and Michael Buffington must approve the employee’s participation in the conference or meeting.

The company will pay for the following expenses if attendance is approved: tuition, registration fees, travel costs, lodging, and meal expenses not covered by registration. 

Time off for attendance and travel during normal working hours will be paid at the normal rate of pay.


HEALTH INSURANCE TC "HEALTH INSURANCE" \l 1 
One-Stop Communications provides health insurance to employees and their dependents with access to medical. Employees in the following employment classifications are eligible to participate in the health insurance plan after 90-days of employment:

Regular full-time employees

Eligible employees may participate in the health insurance plan subject to all terms and conditions of the agreement between the company and the health insurance company. You have a 30-day period from the date of hire or the date of a qualifying event to enroll or change your coverage. 

Employees will contribute 50% of a single rate, plus 100% for their dependents of the insurance premium, which will be deducted from the employee’s wages or salary.

A change in employment classification that would result in loss of eligibility to participate in the health insurance plan may qualify an employee for benefits continuation under the Consolidated Omnibus Budget Reconciliation Act (COBRA). 

Since health insurance is a very complex employee benefit, employees should consult the plan summary document given to all eligible employees.


RETIREMENT PLAN TC "RETIREMENT PLAN" \l 1 
The following information explains what a Savings Incentive Match Plan (“SIMPLE”)  for employees is, how contributions are made and how to treat these contributions for tax purposes.  Form more specific information refer to the SIMPLE Retirement Plan document itself, available upon request.

A SIMPLE Retirement Plan is a retirement income arrangement established by an employer.  Under this SIMPLE Plan you may choose to defer compensation to your own Individual Retirement Account or Annuity (“IRA”).  You may base these “elective deferrals” on a salary reduction basis that, at your election, may be contributed to a SIMPLE IRA.  This type of plan is available only to an employer with 100 or fewer employees who earned at least $5000 during the prior calendar year.

A SIMPLE IRA is a separate IRA plan that you establish with an eligible financial institution for the purpose of receiving contributions under this SIMPLE Retirement Plan.  One-Stop Communications must provide you with a copy of the SIMPLE agreement containing eligibility requirements and description of the basis upon which contributions may be made (see below, updated agreements will be sent out yearly).  All amounts contributed to your SIMPLE IRA belong to you, even after you quit working for One-Stop Communications.

You are not required to make elective deferrals under this SIMPLE Retirement Plan.  However, since One-Stop Communications is matching your elective deferrals as specified below, no employer contributions will be made on your behalf unless you elect to defer under the plan.

The maximum amount you may defer under this SIMPLE Plan for any calendar year is limited to lesser of the percentage of your compensation indicated in the Deferral Form or the applicable annual dollar limitations set by the IRS, described:



Tax Year
Contribution Limit

2005  

$10,000.00

2006

$10,000.00

2007+

(unknown)

If you attain age 50 or over by the end of a calendar year, you can elect to have your compensation reduced by an additional “catch-up” amount of $2,500 for 2006.  After 2006, the maximum additional amount may be adjusted by the IRS

If you work for other employers who also maintain a salary deferral, there is an overall limit on the maximum amount that you may defer in each calendar year.

On January 1, 2007, One-Stop Communications adopted a SIMPLE Retirement Plan with T. Rowe Price, PO Box 17479, Balitmore, MD 21298-9014.  

All employees of One-Stop Communications shall be eligible to participate under the plan except:

· Employee working part-time, which is to be considered employees working thirty hours or less per week on average.

· Employees included in a unit of employees covered under a collective bargaining agreement described in Section 2.02(a) of the plan.

· Employees with less than 90 days of employment at One-Stop Communications.

One-Stop Communications will match employee contributions 100% up to 3% of each employees gross pay.  See Section 3.03(b) of the plan for matching requirements.

An eligible employee may elect to have his/her compensation reduced by a percentage as specified on the Deferral Form for the plan.  If a participant elects to stop deferring during a plan year, such participant may resume elective deferrals at any time provided another Deferral Form is filed with One-Stop Communications.  All eligible employees will be permitted to make or modify his/her deferral election the 1st of any month.

If you would like to establish a SIMPLE IRA you will need to contact Michael Buffington for the required account set-up forms.  See www.troweprice.com for more information on a Simple IRA.


EMPLOYEE-INCURRED EXPENSED AND REIMBURSEMENT TC "EMPLOYEE-INCURRED EXPENSED AND REIMBURSEMENT" \l 1 
One-Stop Communications will pay all actual and reasonable business-related expenses incurred by employees in the performance of their job responsibilities. His or her manager must approve all such expenses incurred by an employee before the accounting department will make payment.

Expense reports are to be submitted and supported by evidence of proof of purchase, e.g., receipts. Expense reports are due in the administrative office at the end of each week.

Employees will be issued a company credit card to be used only for business-related expenses.  Expense reports and/or receipts must be turned in to the administrative office at the end of each week for all expenses charged to the company credit card.  The company credit card may not be used for personal reason at any time.


MILEAGE REIMBURSEMENT TC "MILEAGE REIMBURSEMENT" \l 1 
For the convenience of the employee, when he or she desires to use his or her personal vehicle for company business, all employees of One-Stop Communications shall be reimbursed for company-related business travel at the rate of [$0.35] per mile (IRS standard rate as of current taxable year). Use of a personal vehicle is never required by the company and is discretionary on the part of the employee.

Travel expenses between your home and your assigned work location are not reimbursable. If an employee is required to travel from home directly to a third location on company business and then to work, the company will reimburse the employee for the difference between the mileage the employee normally drives to work and the total miles driven for business purposes.

Requests for reimbursement of business-related travel will be submitted to your supervisor/manager for approval on a standard company expense report. Reimbursement requests will include the following:

Date of travel

Beginning and ending odometer readings for each trip

Travel destination

Number of miles traveled on company business

The reason for company travel

The expense report must be signed and dated by the employee and initialed by his or her supervisor/manager. The reports must be submitted to the accounting department and will be processed according to company policy.

The employee, in using his or her vehicle for company purposes, assumes liability for his or her vehicle. All employees who desire to use their personal vehicles for company business must have a current driver’s license and vehicle liability insurance in at least the minimum amounts required by state law.


PARKING TC "PARKING" \l 1 
Recognizing the need of our customers, suppliers, and visitors to have easy access to One-Stop Communication facilities.

Lewistown Store - Employees may park their automobiles in the stone parking lots in the rear or to the side of the store.  At no time shall an employee park in the paved parking lot for customers located along 2nd Street and should avoid parking on the street near One-Stop Communications.  If for some reason an employee is required to park on the street all automobiles must be located past the main garage for One-Stop Communications and once parking becomes available in the rear or side lot all employees must move their vehicle off the street. 

Newport Store – Employees may park their automobiles on Walnut Street in front of the Weis Market parking lot.  At no time shall an employee park in the Weis Market parking lot on the street close to the store.  

Under no circumstances should any employee park in areas reserved for customer parking or in any manner that might block access to company facilities by any delivery vehicle or truck. The company assumes no responsibility or liability for employee automobiles or personal property. Lock your cars and take your keys.


PAYROLL DEDUCTIONS TC "PAYROLL DEDUCTIONS" \l 1 
The following mandatory deductions will be made from every employee’s gross wages: federal income tax, Social Security FICA tax, and applicable city and state taxes.

Every employee must fill out and sign a federal withholding allowance certificate, IRS Form W-4, on or before his or her first day on the job. This form must be completed in accordance with federal regulations. The employee may fill out a new W-4 at anytime when his or her circumstances change. Employees who paid no federal income tax for the preceding year and who expect to pay no income tax for the current year may fill out an Exemption from Withholding Certificate, IRS Form W-4E. Employees are expected to comply with the instructions on Form W-4. Questions regarding the propriety of claimed deductions may be referred to the IRS in certain circumstances.

Other optional deductions include the portion of group health insurance not paid by the company, which is deducted from each payroll check. Other voluntary contributions, such as credit union and pension plan, are also deducted each pay period.


TIMEKEEPING TC "TIMEKEEPING" \l 1 
Accurate record keeping of time worked is the responsibility of every One-Stop Communications employee. Federal and state laws require the company to keep an accurate record of time worked in order to calculate employee pay and benefits. Time worked is all the time actually spent on the job performing assigned duties.  

Any time requested for sick leave, vacation, bereavement, etc. must be requested in writing prior to paychecks being issued.

Non-exempt employees should accurately record the time they begin and end their work. They should also record the beginning and ending time of any split shift or departure from work for personal reasons. This information should be transferred to their timesheet for submission to Payroll.

Altering, falsifying, tampering with time records, or recording time on another employee's time record may result in disciplinary action, up to and including termination of employment. 

Non-exempt employees should report to work no more than 15 minutes prior to their scheduled starting time nor stay more than 30 minutes after their scheduled stop time without expressed, prior authorization from their supervisor/manager or to finish a transaction for a customer.

The supervisor/manager will review and then initial the time record before submitting it for payroll processing. In addition, if corrections or modifications are made to the time record, the supervisor/manager must verify the accuracy of the changes by initialing the time record.

Overtime work must always be approved by the supervisor/manager before it is performed, unless the overtime is require to finish a transaction for a customer or help is needed to handle customer situations/transactions.

Employee schedule start times are very important.  One-Stop Communications advertises and promotes store/office hours and service/installation schedules.  Employee scheduled start times are based off the schedules created by management to promote to One-Stop Communcations customers.  It vital all employees follow their scheduled start times to make sure customer needs are met as advertised and promoted.   Each pay period management will review each employees scheduled start time with their actual start time as entered in their time-punch reports.  If an employee is over a total of ten minutes late for the entire pay period their pay period time will be deducted ten minutes for every minute past the employees scheduled start time.  

Exempt employees are required to keep accurate records of the number of hours worked as well as time used for vacation and sickness. This information should be reported via time sheets and submitted to payroll by the deadlines set by the payroll department.


PAYDAY TC "PAYDAY" \l 1 
Our employees are paid weekly. The first payday of the year will be on the first Friday of January each year, with each successive payday being on the following Friday.

Time cards are to be submitted to your supervisor/manager or administration by the close of business the Thursday before the company payday. Pay is for the workweek preceding that payday


TERMINATION TC "TERMINATION" \l 1 
Terminations are to be treated in a confidential, professional manner by all concerned. The supervisor, department manager, and personnel department must assure thorough, consistent, and evenhanded termination procedures. This policy and its administration will be implemented in accordance with the company equal opportunity statement.

Employment with the company is normally terminated through one of the following actions:

Resignation - voluntary termination by the employee;

Dismissal - involuntary termination for substandard performance or misconduct; or

Layoff - termination due to reduction of the work force or elimination of a position

Resignation:

An employee who wants to terminate employment, regardless of employee classification, is expected to give as much advance notice as possible. Three weeks or fifteen working days is generally considered to be sufficient notice time. If an employee resigns to join a competitor, if there is any other conflict of interest, or if the employee refuses to reveal the circumstances of his or her resignation and the future employer, the manager may require the employee to leave the company immediately rather than work during the notice period. This is not to be construed as a reflection upon the employee’s integrity but an action in the best interests of business practice. 

Dismissal:

Substandard Performance - An employee may be discharged if his or her performance is unacceptable. The supervisor/manager shall have counseled the employee concerning performance deficiencies, provided direction for improvement, and warned the employee of possible termination if performance did not improve within a defined period of time. The supervisor/manager is expected to be alert to any underlying reasons for performance deficiencies such as personal problems or substance abuse. Michael Buffington must concur in advance of advising the employee of discharge action. Documentation to be prepared by the supervisor/manager shall include reason for separation, performance history, corrective efforts taken, alternatives explored, and any additional pertinent information.

Misconduct - An employee found to be engaged in activities such as, but not limited to, theft of company property, insubordination, conflict of interest, or any other activities showing willful disregard of company interests or policies, will be terminated as soon as the supervisor/manager and Michael Buffington have concurred with the action.

Termination resulting from misconduct shall be entered into the employee’s personnel file. The employee shall be provided with a written summary of the reason for termination. No salary continuance or severance pay will be allowed.

Layoff - When a reduction in force is necessary or if one or more positions are eliminated, employees will be identified for layoff after evaluating the following factors:

1. Company work requirements;

2. Employee’s abilities, experience, and skill;

3. Employee’s potential for reassignment within the organization; 

4. Length of service.

The immediate supervisor/manager will personally notify employees of a layoff. After explaining the layoff procedure, the employee will be given a letter describing the conditions of the layoff. Such as the effect the layoff will have on his or her anniversary date at time of call-back — the procedure to be followed if time off to seek other employment is granted — and the company’s role in assisting employees to find other work. The employee and the personnel director, after consultation with the employee’s supervisor/manager, will follow one of the following procedures: 

The employee will receive at least two weeks advance notice of termination date. 

The employee will be terminated immediately and will receive one week of pay for each year of employment with the company in lieu of notice, up to a maximum of four weeks. The payment will be based on a 40-hour workweek at the employee’s straight time rate or salary.


SAFETY TC "SAFETY" \l 1 
One-Stop Communications takes measures to ensure that the company is a safe and healthy place for employees to work. If you feel that an existing situation is a safety or health hazard, please notify your supervisor/manager.

Safety hazards include wet floors, equipment left unattended, defective or broken equipment, defective electrical outlets and appliances, etc.  


EMPLOYEE PRIVACY TC "EMPLOYEEE PRIVACY" \l 1 
One-Stop Communications recognizes our employees’ rights to privacy. In achieving this goal, the company adopts these basic principles:

· The collection of employee information will be limited to that which the company needs for business and legal purposes.

· The confidentiality of all personal information in our records will be protected.

· All in-house employees involved in record keeping will be required to adhere to these policies and practices.  Violations of this policy will result in disciplinary action.

· Internal access to employee records will be limited to those employees having an authorized, business-related need-to-know.  Access may also be given to third parties, including government agencies, pursuant to court order or subpoena.

· The company will refuse to release personal information to outside sources without the employees’ approval, unless legally required to do so.


WORKPLACE SEARCH POLICY TC "WORKPLACE SEARCH POLICY" \l 1 
To safeguard our employees, their property, One-Stop Communications customers and One-Stop Communications property, and to enforce One-Stop Communications policies prohibiting misconduct, including theft and the unlawful use or sale of illegal drugs or alcohol, management may question employees and/or inspect any personal property or any area from which One-Stop Communications conducts business, including any leased spaces, facilities and/or vehicles. (For example: vehicles, brief cases, suitcases, tool boxes, computer bags, backpacks, lunch boxes, purses or any other container or object brought to and from One-Stop Communications offices, property, worksites or One-Stop Communications-sponsored functions) whenever there is reasonable suspicion to believe that any One-Stop Communications policy is being, or has been, violated.

One-Stop Communications may provide offices, desks, vehicles, computers or computer containers, lockers, tools and other items for the use of One-Stop Communications employees. At all times, these items remain the property of One-Stop Communications. One-Stop Communications may also search any work area and/or item whenever there is reasonable suspicion to believe that a One-Stop Communications policy is being, or has been, violated. Employees are expected to cooperate with One-Stop Communications workplace searches.

Violations of this policy are subject to disciplinary action, including, in the discretion of One-Stop Communications, immediate termination.  Employees with questions regarding this policy should contact Michael Buffington.


SMOKING TC "SMOKING" \l 1 
No smoking will be allowed in the office area or company vehicle at any time. This policy is for the health and safety of all employees. Smoking will be allowed only outside away from any open office windows or doors and garages when no company or customer vehicles are located in the garages.  All cigarette butts MUST be deposed of properly and safely.  It is not permitted to discard cigarette butts on the grounds of One-Stop Communications.

One-Stop Communications will assist employees who desire to quit smoking by contributing up to $100 for participation in a Stop Smoking Program.  Reimbursement will occur after finishing the program and having successfully quit smoking for 90 days. 


MEAL & REST PERIOD TC "MEAL & REST PERIOD" \l 1 
Meal Period - The required lunch period for all employees is 30 minutes, this time is paid unless it exceeds 30 minutes. If your meal period exceeds 30 minutes all employees are required to deduct all time taken for their meal period from their time slip and must have approval of your supervisor/manager.  It may be taken at any time between 11:00 AM and 3:30 PM with the approval of your supervisor/manager.

Rest Period - Each employee is allowed two paid 10-minute rest periods, one for every four hours worked. For every two hours of overtime worked, an additional 10-minute rest period is allowed.


NON-BUSINESS OR SOCIAL VISITS TC "NON-BUSINESS OR SOCIAL VISITS" \l 1 
From time to time it may become necessary for employees to receive visits from a relative or friend. If this occurs please keep these visits brief and keep them from disrupting the working/professional atmosphere.


EMERGENCY CLOSINGS TC "EMERGENCY CLOSINGS" \l 1 
At times it may be necessary for One-Stop Communications to declare specific hours or days as an emergency closing due to inclement weather or other emergency conditions. 

Some closings may still require that essential personnel report to work. Essential personnel are those employees identified by the employing department who are required to work to keep certain operations going.

Decisions to close the company will be made by the Michael Buffington or other authorized personnel.  Employees will not be paid for emergency closings unless the employee wishes to use vacation time or sick time.


CELL PHONE POLICY TC "CELL PHONE POLICY" \l 1 
As an employee of One-Stop Communications, you're eligible to have a company cell phone if you demonstrate a valid business purpose by meeting specific criteria, and you have your supervisor's/manager’s approval. However, due to financial considerations, meeting the criteria doesn't guarantee participation.

Cell Phone Participation Criteria:

The following criteria should be considered by management when approving an employee’s participation in the company cell phone program:

Sales: You are in the position of selling cellular phones and are required to demonstrate features of a phone.

Management: You are in a managerial role and a critical component of your job responsibilities includes contact with staff, clients, and other management. 

Work location: Your job often takes you away from your primary work location, either to service clients or complete work assignments. 

Emergencies: You participate in the emergency response team for the company and/or could be called upon to solve critical issues that may arise during the day. 

On call: You are either on call or expected to respond to problems during non-business hours.

Personal use of Cell Phones:

One-Stop Communications recognizes that employees with company issued cell phones prefer to carry just one cell phone and that incidental personal use is acceptable as long as it doesn't violate company policies. Employees will have a payroll deduction on a monthly or quarterly basis for personal use charges that exceed the base cost of the plan.

Cell Phone Purchases:

Generally, cellular phones will be purchased by Company managers, but occasionally, managers may authorize staff to do so.  The authorization should be in writing and should following company purchasing procedures.


TELEPHONE USE TC "TELEPHONE USE" \l 1 
A large percentage of the company’s business is transacted by telephone. The telephone equipment is provided for the purpose of providing service to our customers. Therefore, it is necessary to limit your personal calls to an absolute minimum number.

Personal calls should only be made in case of absolute necessity or emergency. If non-emergency personal calls must be made, please arrange to make them during your break or lunch period. No long distance personal calls may be made on company phones.

Instruct your friends and family to use your direct number to call you at work.
All employees are expected to place personal calls on hold to answer incoming calls at all times.  Personal telephone call privileges are subject to change or termination at any time. For instance, not to be limiting, if the company telephone lines become overloaded with calls or an employee is found spending more than just limited time on personal calls, this privilege will be revoked either generally or specifically as to the offending employee.


MEDICAL LEAVE OF ABSENCE TC "MEDICAL LEAVE OF ABSENCE" \l 1 
Upon written application by an employee who has at least 24 months of continuous service with the company, One-Stop Communications will grant to the employee for an appropriate period of time a leave of absence without pay for illness or pregnancy subject to the requirements set forth below. The company reserves the right to request a certificate or statement from the employee’s physician establishing the employee’s physical need for the leave of absence. An employee returning to work from a leave of absence in the case of illness or pregnancy will present a certificate or statement from the employee’s physician indicating that the employee is able to return to work.

An employee need not apply for an illness or pregnancy leave of absence if the absence will not exceed five working days. However, the employee must notify his or her department manager no later than the day of such absence.

The following requirements will be applicable to employees on all types of leaves of absence:

An employee on any leave of absence shall not return to work prior to the expiration of his or her leave without the prior written consent of the company.

An employee who does not return to work at the end of his or her leave of absence will be considered to have voluntarily resigned from employment with One-Stop Communications.

If an employee returns to work within three weeks after the leave of absence begins, the company will return the employee to employee’s previous job, if the job exists and if the employee remains qualified and able to perform the work in such job.

If an employee returns to work more than three weeks after the leave of absence begins, the company shall not be required to return the employee to any job within the company.

An employee who accepts other employment while on any leave will be deemed to have voluntarily resigned his or her employment with the company.

Group insurance participation for employees on a leave of absence will continue during the leave but will terminate the first day after the day on which the leave of absence ends, but in no event later than eight weeks following the date of commencement of the leave, if the employee has not returned to full time employment by that date.

The time that an employee is on leave of absence will be counted as time worked for determining whether or not the employee is entitled to other company benefits, subject, of course, to the specific provisions of any health insurance policy, retirement plan, or other benefit package. Similarly, an employee’s length of service will continue to increase while the employee is on a leave of absence.


CODE OF CONDUCT TC "CODE OF CONDUCT" \l 1 
One essential goal of One-Stop Communication is to uphold ethical standards in all our company activities. The purpose of this Code of Conduct is to strengthen the Company's ethical climate and to provide basic guidelines to all employees for many situations that may arise.  However, standards of conduct cannot provide guidelines for every situation that occurs and when in doubt, discuss your ethical issues with the appropriate parties within the company.

One-Stop Communications strives to do business with customers and suppliers of sound business character and reputation. This company will not knowingly support any public or private organization, which practices discriminatory policies or practices. All employees of One-Stop Communications are expected to perform their work with honesty, objectivity, truthfulness and integrity. 

It is the policy of this Company to comply with all applicable laws, including, without limitation, employment, discrimination, health, safety, antitrust, securities, and environmental laws. 

Each employee of One-Stop Communications is responsible for compliance with this Code of Conduct. If any employee has questions about any section of this Code of Conduct, he or she should direct all questions to his or her immediate supervisor/manager.

Conflicts of Interest:

A conflict of interest may arise in any situation in which an employee's loyalties are divided between business interests that, to some degree, are incompatible with the interests of the company. All such conflicts should be avoided. The company demands absolute integrity from all its employees and will not tolerate any conduct that falls short of that standard. The company expects that no employee will knowingly place himself or herself in a position that would have the appearance of being, or could be construed to be, in conflict with the interests of the company. Managers of One-Stop Communications have a responsibility to inform subordinates as appropriate, regarding the confidentiality of information acquired in the course of their work and monitor their activities to assure the maintenance of that confidentiality. 

Some of the more sensitive areas of conflicts of interest and the company's related guidelines are as follows:

Accepting Gifts and Entertainment:

The company's aim is to deter givers of gifts from seeking or receiving special favors from company employees. (For guidelines concerning the giving of gifts to, or entertainment of, customers and others by company employees, employees are referred to paragraph F., below) Accepting any gift of more than nominal value or entertainment that is more than a routine social amenity can appear to be an attempt to influence the recipient into favoring a particular customer, vendor, consultant, or the like. To avoid the reality and the appearance of improper relations with current or prospective customers, vendors and consultants, employees should observe the following guidelines when deciding whether or not to accept gifts or entertainment:

Gifts:

Gifts such as merchandise or products, as well as personal services or favors may not be accepted unless they have a value of less than $50. This dollar limit is intended to serve as a guideline, and employees are urged to consult with the supervisor/manager before accepting any gifts of more than nominal value. Gifts of any amount may never be solicited. A gift of cash or securities may never be accepted. 

In some international business transactions, it is customary and lawful for business leaders in a host country to give gifts to Company employees. These gifts may be of more than nominal value and under the circumstances returning the gifts or paying for them may be an affront to the giver. In such a situation, the gift must be reported to the employee's supervisor/manager. In all other instances where gifts cannot be returned and offering to pay for them would adversely affect continuing business relationships, supervisors\managers must be notified. In some cases, the gift may be retained by the Company, at its sole discretion, and not the individual.

Entertainment:

Normal business entertainment such as lunch, dinner, theater, a sporting event, and the like, is appropriate if of a reasonable nature and in the course of a meeting or another occasion, the purpose of which is to hold bona fide business discussions or to foster better business relations. All such entertainment should be reported (in advance, if practical) by the employee to his or her supervisor/manager. No employee may accept tickets or invitations to entertainment when the prospective host will not be present at the event with the employee.

Outside Activities:

It is the policy of the Company that no employee is to have a "free-lance" or "moonlighting" activity that will materially encroach on the time or attention which should be devoted to the employee's duties; adversely affect the quality of work performed; compete with the Company's activities; imply sponsorship or support by the Company of the outside employment or organization; or adversely affect the good name of the Company. All free-lance or moonlighting activities require the prior written approval of the employee's supervisor/manager. Employees who free-lance or moonlight may not use Company time, facilities, resources, or supplies for such work.

Interests in Other Businesses:

Unless approved in advance by an employee's supervisor/manager, neither an employee nor his or her spouse, domestic partner, or any other member of the employee's immediate family may directly or indirectly have a financial interest (whether as an investor, lender, employee, or other service provider) in a competitor, or in a customer or supplier if that employee or his or her subordinates deal directly or indirectly with that customer or supplier in the course of his or her job with the company.

Use of Company Property and Information:

All employees are responsible for the proper use of the company's physical resources and property, as well as its proprietary and other confidential information. Unless otherwise prohibited by an employee's supervisor/manager, reasonable incidental use of a Company telephone, computer, or other equipment is permitted.

Company Properties and Facilities:

Company property, facilities, or physical resources may not be used for solicitation or distribution activities which are not related to an employee's services to the Company, except for charitable activities that have been approved in writing in advance by the Company. Employees may not solicit any other employee during working time, nor may employees distribute literature in work areas at any time. Under no circumstances may an employee disturb the work of others to solicit or distribute literature to them during their working time. Persons not employed by the Company may not solicit Company employees for any purposes on Company premises. 

Any employee found to be engaging in, or attempting, theft of any property of the Company, including documents, equipment, intellectual property, personal property of other employees, cash or any other items of value will be liable to immediate summary dismissal and possible criminal proceedings against them. All employees have a responsibility to report any theft or attempted theft to the Company's management.

Company Proprietary and Other Confidential Information:

The Company operates in many different and extremely competitive markets. Every employee should be aware that in any competitive environment, proprietary information and trade secrets must be safeguarded in the same way that all other important Company assets are protected. All employees of One-Stop Communications must refrain from using or appearing to use confidential information acquired in the course of their work for unethical or illegal advantage either personally or through third parties. 

All information passed to sub-contractors shall be done on a need to know basis only.

Information concerning pricing, products and services that are being developed, and other such trade secrets, including information pertaining to any prospective Company acquisition or divestiture, must be held in the strictest confidence, and reasonable prudence and care should be exercised in dealing with such information in order to avoid inadvertent inappropriate disclosure. This information must not be used in any way other than as required in performing employment duties. All files, records, and reports acquired or created in the course of employment are the property of the Company. Originals or copies of such documents may be removed from the Company's offices for the sole purpose of performing the employee's duties to the Company and must be returned at any time upon request. Employees must also abide by the provisions of the Company's Confidential and Proprietary Information Policy.

Trademarks, Service Marks and Copyrights:

Trademarks and service marks - words, slogans, symbols, logos, or other devices used to identify a particular source of goods or services - are important business tools and valuable assets which require care in their use and treatment. No employee may negotiate or enter into any agreement respecting the Company's trademarks, service marks, or logos without first consulting the Legal Department. The Company also respects the trademark rights of others and any proposed name of a new product, financial instrument, or service intended to be sold or rendered to customers must be submitted to the Legal Department for clearance prior to its adoption and use. Similarly, using the trademark or service mark of another company, even one with whom our Company has a business relationship, always requires clearance or approval by our Legal Department, to ensure that the use of that other Company's mark is proper. 

Employees must avoid the unauthorized use of copyrighted materials of others and should confer with the Legal Department if they have any questions regarding the permissibility of photocopying, excerpting, electronically copying, or otherwise using copyrighted materials. In addition, simply because material is available for copying, such as matter downloaded from the Internet, does not mean that it is automatically permissible to copy or re-circulate (by, for example, email or posting to an intranet facility). All copies of work that is authorized to be made available for ultimate distribution to the public, including all machine-readable works such as computer software, must bear the prescribed form of copyright notice. 

The Company is legally entitled to all rights in ideas, inventions, and works of authorship relating to its business that are made by employees during the scope of their employment with the Company or using the resources of the Company ("Employee Developments"). As a condition of employment, employees are required to promptly disclose all Employee Ideas to their supervisor/manager, and to execute the necessary documentation to transfer all Employee Developments to the Company to evidence their ownership, or to obtain legal protection for them.

Company Political Involvement:

Employees are free to exercise the right to make political contributions within legal limits, unless such a contribution is otherwise prohibited by other policies of the Company. The Company will not reimburse any employee for political contributions, and employees should not attempt to receive or facilitate such reimbursements. Generally, no contribution may be made with the expectation of favorable government treatment in return. In any event, all contributions, by whoever made, are subject to a series of complex and sometimes inconsistent sets of rules governing, among other things, the amount of, and manner in which, contributions may be made. Any questions about compliance should be directed to the Compliance Officer or Legal Department. In addition, any political activity or contribution by an employee which might appear to constitute an endorsement or contribution by the Company must be approved in advance by the Compliance Officer or Legal Department.

Relationships with Public Officials:

Some employees do business with federal, state, or local government agencies. All employees engaged in business with a governmental body or agency must know and abide by the specific rules and regulations covering relations with public agencies. Such employees must also conduct themselves in a manner that avoids any dealings, which might be perceived as attempts to influence public officials in the performance of their official duties.

Bribery, Kickback and Fraud:

No funds or assets of the Company shall be paid, loaned, or otherwise disbursed as bribes, "kickbacks", or other payments designed to influence or compromise the conduct of the recipient; and no employee of the Company shall accept any funds or other assets (including those provided as preferential treatment to the employee for fulfilling their responsibilities), for assisting in obtaining business or for securing special concessions from the Company. 

Company employees should conduct their business affairs in such a manner that the Company's reputation will not be impugned if the details of their dealings should become a matter of public discussion. 

Employees must not engage in any activity, which degrades the reputation or integrity of the Company. 

To illustrate the strict ethical standard the Company expects every employee to maintain, the following conduct is expressly prohibited: 

Payment or receipt of money, gifts, loans, or other favors which may tend to influence business decisions or compromise independent judgment; 

Payment or receipt of rebates or "kickbacks" for obtaining business for or from the company; 

Payment of bribes to government officials to obtain favorable rulings;  

Any other activity that would similarly degrade the reputation or integrity of the company. 

Any employee found to be receiving, accepting, or condoning a bribe, kickback, or other unlawful payment, or attempting to initiate such activities, will be liable to termination and possible criminal proceedings against them. Any employee found to be attempting fraud or engaging in fraud will be liable to termination and possible criminal proceedings against them. All employees have a responsibility to report any actual or attempted bribery, kickback, or fraud to the company.

Employment Policies:

The company is committed to fostering a work environment in which all individuals are treated with respect and dignity. Each individual should be permitted to work in a business-like atmosphere that promotes equal employment opportunities and prohibits discriminatory practices, including harassment. Therefore, the company expects that all relationships among persons in the workplace will be business-like and free of unlawful bias, prejudice, and harassment. It is the company's policy to ensure equal employment opportunity without discrimination or harassment on the basis of race, color, national origin, religion, sex, age, disability, or any other status protected by law. 

It is the Company's policy to comply with all applicable wage and hour laws and other statutes regulating the employer-employee relationship and the workplace environment. To the extent the Company deals with labor unions, it is illegal under federal and state law for the Company or any of its employees or agents to pay to or receive anything of value from any labor organization. 

No Company employee may interfere with or retaliate against another employee who seeks to invoke his or her rights under the laws governing labor and employee relations. If any employee has questions about the laws or Company policies governing labor and employee relations, he or she should consult the divisional intranet, employee handbook, or contact the Human Resources Department, Compliance Officer, or the Legal Department. 

The Company is committed to providing a safe workplace for all employees. In addition, several laws and regulations impose responsibility on the Company to safeguard against safety and health hazards. For that reason, and to protect the safety of themselves and others, employees and other persons who are present at Company facilities are required to follow carefully all safety instructions and procedures that the Company adopts. Questions about possible health and safety hazards at any Company facility should be directed immediately to the employee's supervisor/manager.

COMPLIANCE WITH THE CODE OF CONDUCT TC "Compliance with the Code of Conduct" \l 2 
All employees have a responsibility to understand and follow the Code of Conduct. In addition, all employees are expected to perform their work with honesty and integrity in any areas not specifically addressed by the Code of Conduct. A violation of this Code of Conduct may result in appropriate disciplinary action including the possible termination from employment with the Company, without additional warning. 

The Company strongly encourages dialogue among employees and their supervisors/managers to make everyone aware of situations that give rise to ethical questions and to articulate acceptable ways of handling those situations. In addition, each officer and supervisory employee of the Company has an obligation to annually certify that he or she has read and reviewed this Code of Conduct with his or her subordinates, and every employee must certify that he or she has read this Code of Conduct and to the best of his or her knowledge is in compliance with all its provisions. 

The Code of Conduct reflects general principles to guide employees in making ethical decisions and cannot and is not intended to address every specific situation. As such, nothing in this Code of Conduct prohibits or restricts the company from taking any disciplinary action on any matters pertaining to employee conduct, whether or not they are expressly discussed in this code. The Code of Conduct is not intended to create any expressed or implied contract with any employee or third party. In particular, nothing in this document creates any employment contract between the company and any of its employees. 

When faced with significant ethical issues, employees should always refer to these standards.  However, if these standards do not resolve the ethical conflict, the following steps should be followed:

Discuss such problems with the immediate superior except when it appears that the superior is involved, in which case the problem should be presented initially to the next higher managerial level. If a satisfactory resolution cannot be achieved when the problem is initially presented, submit the issues to the next higher managerial level. If the immediate superior is the chief executive officer, or equivalent, the acceptable reviewing authority may be a group such as the audit committee, executive committee, board of directors, board of trustees, or owners. Contact with levels above the immediate superior should be initiated only with the superior's knowledge, assuming the superior is not involved. Except where legally prescribed, communication of such problems to authorities or individuals not employed or engaged by the organization is not considered appropriate.   

Clarify relevant ethical issues by confidential discussion with an objective advisor. If legal issues are involved, consult your own attorney as to legal obligations and rights concerning the ethical conflict.  

If the ethical conflict still exits after exhausting all levels of internal review, there may be no other recourse on significant matters than to resign from the organization and to submit an informative memorandum to an appropriate representative of the organization. After resignation, depending on the nature of the ethical conflict, it may also be appropriate to notify other parties.

Please indicate that you have received, read, and will abide by this statement of policy by signing your name and dating the attached acknowledgment and returning it promptly to your supervisor/manager.

Acknowledgment 

I certify that I have received and read and that I will abide by the Company Code of Conduct distributed to me on [MONTH] [DAY], [YEAR].

	
	

	Signature
	Date



SUBSTANCE ABUSE TC "SUBSTANCE ABUSE" \l 1 
One-Stop Communications recognizes that individuals, sometimes to an extent that their abilities and senses are impaired, use substances such as alcohol and drugs. Our position regarding substance abuse is the same whether alcohol, marijuana, illegal drugs, prescription drugs, or controlled substances are involved [“substances”]. 

This policy is implemented because we believe that the impairment of any One-Stop Communications employee due to his or her use of substances is likely to result in the risk of injury to other employees, the impaired employee, or to third parties, such as customers or business guests. Moreover, substance abuse adversely affects employee moral and productivity.

“Impairment” or “being impaired” means that an employee’s normal physical or mental abilities, or faculties, while at work have been detrimentally affected by the use of substances.

The employee who begins work while impaired or who becomes impaired while at work is guilty of a major violation of company rules and is subject to severe disciplinary action. Severe disciplinary action can include suspension, dismissal, or any other penalty appropriate under the circumstances. Likewise, the use, possession, transfer, or sale of any substance on company premises or in any One-Stop Communications parking lot, storage area, or job site is prohibited. Violations are subject to severe disciplinary action. In all instances, the disciplinary action to be administered shall be at the sole discretion and determination of the company.

Employees who are taking prescription drugs shall report this to their supervisor/manager. This is for the protection of the employee and for safety purposes in case of an adverse reaction to the drug while at work, so the employee is not falsely accused of taking an illegal substance.

When an employee is involved in the use, possession, transfer, or sale of a substance in violation of this policy, the company may notify appropriate authorities. Such notice will be given only after such an incident has been investigated and reviewed by the employee’s supervisor/manager, the personnel director, and Michael Buffington. 

A supervisor/manager who suspects a substance abuse case should discuss the situation immediately with his or her supervisor/manager. Because each case is usually different, the handling and referral of the case must be coordinated with the supervisor/manager and Michael Buffington.

Applicants who have a past history of substance abuse and who have demonstrated an ability to abstain from the substance, or who can provide medical assurance of acceptable control, may be considered for employment as long as they are otherwise qualified for the position for which they are applying.

Management has chosen to adopt an alcoholic beverage policy in keeping with the concern for and the risks associated with alcohol use. Alcoholic beverages shall not be served or used on One-Stop Communications premises at any time, unless approved by Michael Buffington. 

Social activities held off-premises and paid for on a personal basis are not affected by this policy. If management considers it appropriate, light alcoholic beverages may be served at company-sponsored events held off premises and for purely social reasons. The service must be managed in good taste and with good judgment. 

Nothing contained in this section shall eliminate or modify the company’s right to terminate any employee at any time for any reason.


DRUG AND ALCOHOL POLICY TC "DRUG AND ALCOHOL POLICY" \l 1 
One-Stop Communications strives to provide a safe work environment and encourages personal health.  Concerning this, the company considers the abuse of drugs or alcohol on the job to be an unsafe and counter productive work practice.  It is, therefore, company policy that an employee found with the presence of alcohol or illegal drugs in his/her system, in possession of, using, selling, trading, or offering for sale illegal drugs or alcohol during working hours, will be subject to disciplinary action including discharge.  (Company sponsored activities which may include the service of alcoholic beverages are not included in this provision. Discretion should be exercised by the employee to not overindulge in the consumption of alcohol.) Substance Abuse includes possession, use, purchase, or sale of drugs or alcohol on company premises, (including the parking lots).  It also includes reporting to work under the influence of drugs or alcohol.  An employee reporting for work visibly impaired is unable to properly perform required duties and will not be allowed to work.  If possible, the supervisor/manager should first seek another supervisor's/manager’s opinion of the employee's status.  Then the supervisor/manager should consult privately with the employee with the observation, to rule out any problems that may have been caused by prescription drugs.  If, in the opinion of the supervisor/manager, the employee is considered impaired, the employee should be sent home or to a medical facility by taxi or other safe transportation alternative, depending on the determination of the observed impairment, accompanied by the supervisor/manager or another employee, if necessary. An impaired employee should not be allowed to drive.

Prescription drugs prescribed by the employee's physician may be taken during work hours.  The employee should notify the supervisor/manager if the use of properly prescription drugs will affect the employee's work performance.  Abuse of prescription drugs will not be tolerated.  It is the responsibility of the company's supervisor/manager to counsel with an employee whenever they see changes in performance that suggests an employee problem.

Employees will be required to submit to drug and/or alcohol testing at a laboratory chosen by the company if there is a cause for reasonable suspicion of substance abuse. Whenever possible, the supervisor/manager should have the employee observed by a second supervisor/manager before requiring testing.  Employees who refuse substance testing under these circumstances will be terminated.  Circumstances that could be indicators of a substance abuse problem and considered reasonable suspicion are, but are not limited to:

Observed alcohol or drug abuse during work hours on company premises.

Apparent physical state of impairment.

Incoherent mental state.

Marked changes in personal behavior that is otherwise unexplainable.

Deteriorating work performance that is not attributed to other factors.

Accidents or other actions that provide reasonable cause to believe the employee may be under the influence.

As required by any government programs such as the US Department of Transportation.

If the test results are positive then termination will result. Employees who refuse substance testing under these circumstances will be terminated.


DRUG TESTING TC "DRUG TESTING" \l 1 
One-Stop Communications is committed to providing a safe, efficient, and productive work environment for all employees. Using or being under the influence of drugs or alcohol on the job may pose serious safety and health risks. To help ensure a safe and healthful working environment, certain job applicants may be asked to provide body substance samples (such as urine and/or blood) to determine the illicit or illegal use of drugs and alcohol. 

Employees and applicants who operate company owned vehicles, equipment, and machinery may be required to demonstrate that they are drug and alcohol free.

Employees involved in work related accidents that involve vehicles may also be subject to drug or alcohol tests.

Employees who test positive of any type of illegal drug will be terminated.


ATTENDANCE TC "ATTENDANCE" \l 1 
Any employee who fails to report to work for one consecutive day without notice to his or her supervisor/manager will be assumed to have resigned and abandoned the job. In such case, the employee will be terminated.


DRESS CODE TC "DRESS CODE" \l 1 
Since fashion and mode of dress change continually, it is natural that you may want to change your style of dress to meet the custom of the times. One-Stop Communications asks that you do so in moderation and in good taste. Radical departure from conventional dress or grooming is not permitted. Dress that is a distraction to other employees or results in disruption of the work will not be permitted.  The following personal appearance guidelines should be adhered to:

Skirt lengths must be conservative.  

Employees working with customers or vendors must wear a company provided uniform shirt.

Faded and/or tattered/torn jeans and pants are not considered appropriate attire.

When wearing shorts during the summer months they must be dress shorts.  No jean shorts are permitted.

Warm-up suits and sweat pants are not permitted. 

Athletic or sandal type footwear is not appropriate professional attire.  Clean sneakers will be permitted when wearing shorts during the summer months.

Tank tops, tube, and halter-tops may not be worn under any circumstances.  Clothing with spaghetti straps; clothing revealing bare backs, midriffs, or shoulders; or any revealing or provocative clothing is prohibited.

T-Shirts displaying advertising or writing are not permitted. 

Faded overalls are not permitted.

Employee dress should be neat in appearance and in a manner consistent with a professional atmosphere. The impression made on customers, visitors, and other employees and the need to promote company and employee safety should be kept in mind.

Good individual judgment is the best guideline.  The employee’s supervisor/manager is responsible for evaluating the dress and appearance. If an employee is not dressed appropriately, the following steps should be taken by the supervisor/manager:

On the first occasion, a documented verbal counseling should be given to the employee, and the company's dress code should be reviewed. If the supervisor/manager deems necessary, the employee may be sent home to change into appropriate clothing. (Time spent in transit and changing into appropriate clothing is not paid working time). 

On the second occasion, the employee should be sent home to change clothes immediately as well as given a written warning. 

Further violations may result in discipline up to and including termination.


SEXUAL HARASSMENT TC "SEXUAL HARASSMENT" \l 1 
One-Stop Communications will not allow any form of sexual harassment within the work environment. 

Sexual harassment interferes with work performance and creates an intimidating, hostile, or offensive work environment. Sexual harassment influences or tends to affect the career, salary, working conditions, responsibilities, duties, or other aspects of career development of an employee or prospective employee or creates an explicit or implicit term or condition of an individual’s employment. It will not be tolerated.

Sexual harassment, as defined in this policy, includes, but is not limited to, sexual advances, verbal or physical conduct of a sexual nature, visual forms of a sexual or offensive nature (e.g., signs and posters, material downloaded from the Internet, sexually explicit e-mail communications), or requests for sexual favors.


WORKPLACE VIOLENCE TC "WORKPLACE VIOLENCE" \l 1 
One-Stop Communications is committed to maintaining a safe environment for all staff and customers and will not tolerate any form of workplace violence committed by or against its employees.  Any observed or reported form of workplace violence will be taken seriously and thoroughly investigated.  Any confirmed offenders will be dealt with through the current Company disciplinary process, and local law enforcement procedures, as appropriate. 

Workplace violence includes, but is not limited to, the following:  harassment; stalking; physical violence; the use of weapons of any kind; the direct or implied threat of physical violence toward any member of the staff or customers of One-Stop Communications.

This list of behaviors, while not inclusive, provides examples of conduct that is prohibited by this policy: 

Causing physical injury to another person; 

Making threatening remarks; 

Aggressive or hostile behavior that creates a reasonable fear of injury to another person or subjects another individual to emotional distress;

Intentionally damaging employer property or property of another employee;

Committing acts motivated by, or related to sexual harassment or domestic violence. 

Any potentially dangerous situation must be reported immediately to a supervisor/manager, company safety office, or the Director of Human Resources.  Reports or incidents warranting confidentiality will be handled appropriately and confidentiality will be maintained to the extent possible.


E-POLICIES TC "E-POLICIES" \l 1  

This policy makes it clear that One-Stop Communication owns and controls all workplace technology and therefore all communications and activity conducted over it.  Authorized use of One-Stop Communications-owned or operated computing and network resources shall be consistent with the mission of One-Stop Communications and consistent with this policy. Underlying this policy is the idea that each employee has a responsibility to use the company's information technology resources in a manner that increases productivity, enhances the Company's public image, and is respectful of other employees.

Information Technology Resources Defined:

Information technology resources consist of all electronic devices, software, and means of electronic communication including, but not limited to, the following: personal computers and workstations; lap top computers; mini and mainframe computers; computer hardware such as disk drives and tape drives; peripheral equipment such as printers, modems, fax machines, and copiers; computer software applications and associated files and data, including software that grants access to external services, such as the Internet; electronic mail; telephones; cellular phones; pagers; and voicemail systems.

Permitted General Access:

Generally, employees are given access to the company's various technologies based on their job functions.  Only employees whose job performance will benefit from the use of the company's information technology resources will be given access to the necessary technology.  Additionally, employees must successfully complete company-approved training before being given access to the company’s information technology resources. Authorized users of One-Stop Communications computing and network resources include those who may not work for the company, but whose access has been authorized by management. Access, passwords, and e-mail accounts are granted by management of One-Stop Communications and therefore access to the systems can also be denied by management.

This policy does define in detail the acceptable usage of the information technology resources of the company by its employees.  Generally, the resources should be used for business related functions; however, there are a few exceptions:

To send and receive necessary and occasional personal communications;

To prepare and store incidental personal data (such as personal calendars, personal address lists, and similar incidental personal data) in a reasonable manner;

To use the telephone system for brief and necessary personal calls; and

To access the Internet for brief personal searches and inquiries during meal times or other breaks, or outside of work hours, provided that employees adhere to all other usage policies.

In subsequent sections, this policy defines unacceptable uses of the information technology resources of the company in more detail. The Company reserves the right, upon reasonable cause for suspicion, to access all aspects of its computing systems and networks, including individual login sessions to determine if a user is violating this policy or state or federal laws.

User Responsibilities TC "User Responsibilities" \l 2 
Privacy:

No user should view, copy, alter, or destroy another's personal electronic files without permission (unless authorized or required to do so by law or regulation). In addition, users should not have an expectation of privacy. The information technology system belongs to the company. Users expressly waive any right of privacy in anything they create, store, send, or receive on the company information technology system.

Copyright:

Written permission from the copyright holder is required to duplicate any copyrighted material. This includes duplication of audio tapes, videotapes, photographs, illustrations, computer software, and all other information for any purpose. Most software that resides on One-Stop Communications computing network(s) is owned by One-Stop Communication, or third parties, and is protected by copyright and other laws, together with licenses and other contractual agreements. Users are required to respect and abide by the terms and conditions of software use and redistribution licenses. Such restrictions may include prohibitions against copying programs or data for use on One-Stop Communications computing network(s) or for distribution outside the company; against the resale of data or programs, or the use of them for financial gain; and against public disclosure of information about programs (e.g., source code) without the owner's authorization.


Harassment, Libel, and Slander:

No user may, under any circumstances, use One-Stop Communications computers or networks to libel, slander, or harass any other person.

Access to Information Technology Resources TC "Access to Information Technology Resources" \l 2 
Sharing of Access:

Computer accounts, passwords, and other types of authorization are assigned to individual users and should not be shared with others. You are responsible for any use of your account. If an account is shared or the password divulged, the holder of the account will lose all account privileges and be held personally responsible for any actions that arise from the misuse of the account.

Permitting Unauthorized Access:

You may not run or otherwise configure software or hardware to intentionally allow access by unauthorized users.

Termination of Access:

When you cease being an employee of One-Stop Communications or if you are assigned a new position and/or responsibilities, your access authorization must be reviewed. You must not use facilities, accounts, access codes, privileges, or information for which you are not authorized in your new circumstances.

Circumventing Security:

Users are prohibited from attempting to circumvent or subvert any system's security measures. Users are prohibited from using any computer program or device to intercept or decode passwords or similar access control information.

Breaching Security:

Deliberate attempts to degrade the performance of a computer system or network or to deprive authorized personnel of resources or access to any One-Stop Communications computer or network is prohibited. Breaches of security include, but are not limited to, the following: creating or propagating viruses, hacking, and password grabbing.

Abuse of Information Technology Resources TC "Abuse of Information Technology Resources" \l 2 
Abuse of One-Stop Communications computer resources is prohibited and includes, but is not limited to:

Illegal Activity:

An employee cannot use the company’s computer facilities to knowingly break any laws and regulations of the United Sates or any other country. Use of the Internet for illegal purposes will be grounds for termination.

Game Playing:

Computing and network services are not to be used for recreational game playing. Game playing on company time is counter productive.

Chain Letters:

The propagation of chain letters is considered an unacceptable practice by One-Stop Communications and is prohibited. If an employee receives a chain letter, the company prohibits the forwarding of the email to anyone.

Faxing:

Using the company fax machine or computer faxing capabilities for non-company related activities is strictly prohibited. The company prohibits the use of any telephone facsimile machine, computer, or other device to send an unsolicited advertisement to a telephone facsimile machine unless authorized by management.

Harassing, Discriminatory, and Defamatory use:

Employees use electronic mail for correspondence that is less formal than written memoranda.  Employees must take care, however, not to let informality degenerate into improper use.  The company does not tolerate discrimination or harassment based on gender, pregnancy, childbirth (or related medical conditions), race, color, religion, national origin, ancestry, age, physical disability, mental disability, medical condition, marital status, sexual orientation, family care or medical leave status, veteran status, or any other status protected by state and federal laws.  Under no circumstances may employees use the company's information technology resources to transmit, receive, or store any information that is discriminatory, harassing, or defamatory in any way (e.g., sexually explicit or racial messages, jokes, cartoons).

Gambling:

The use of company computers and networks to gamble is strictly prohibited.

Online Shopping:

The use of the company computers and the Internet to conduct personal online shopping is prohibited.

Unauthorized Monitoring:

A user may not use computing resources for unauthorized monitoring of electronic communications. However, the company has the right, but not the duty, to monitor any aspects of its computer system including monitoring sites visited by employees, chat groups, newsgroups, and downloading and uploading of files.

Flooding or Spamming:

Posting a message to multiple list servers or news groups with the intention of reaching as many users as possible is prohibited.  Spamming email addresses within or outside the company is also prohibited.

Private Commercial Purposes:

The computing resources of One-Stop Communications shall not be used for personal or private commercial purposes or for financial gain.

Political Advertising and Campaigning:

The use of One-Stop Communications computers and networks shall not be used for political purposes.

Software Piracy:

Access to the Internet enables users to download a wide variety of software products for a fee as shareware or for free. You are required to fulfill all license and copyright obligations of software that you download for your own use. These software downloads become the property of the company. Any employee who knowingly violates this software piracy rule is subject to termination.

Use of Unlicensed Software:

The use of unlicensed software on company computers is strictly prohibited. All software in use on the company's information technology resources must be officially licensed software.  No software is to be installed or used that has not been duly paid for and licensed appropriately for the use to which it is being put.  No employee may load any software on the company's computers, by any means of transmission, unless authorized in writing in advance by Brett Bagrosky.  Authorization for loading software onto the company's computers should not be given until the software to be loaded has been thoroughly scanned for viruses.

Software for Home Use:

Although some software licenses allow software to be used on portable computers and home computers in addition to office computers, before transferring or copying any software from a company information technology resource to another computer, employees must request permission and receive written authorization. Authorization should be obtained from Brett Bagrosky.

Pornography:

Employees are not allowed to visit sites that are considered “obscene”. The company may maintain a system to monitor Internet usage. In the event that an employee disregards this policy and continually visits “unauthorized” sites, it will be grounds for termination after a warning has been issued to the employee. The company has the right to view private files that have been downloaded to check for the propriety of these downloads. The company also prohibits using company computer/wireless resources to send, receive or store sexually oriented images or messages.

Guest Books, Newsgroups, and Bulletin Boards:

Additionally, employees must not sign "guest books" at Web sites or post messages to Internet news groups or discussion groups at Web sites.  These actions will generate junk electronic mail and may expose the company to liability or unwanted attention because of comments that employees may make.  The company strongly encourages employees who wish to access the Internet for non-work related activities to get their own personal Internet access accounts. Employees may subscribe to newsgroups providing they involve work-related topics such as local events, groups, or educational issues, however, even the use of those information resources via the company’s information technology resources should be approved by management.

Chat and Instant Messaging:

Employees are not permitted to use the company’s information technology resources for chat or instant messaging unless approved for a work purpose by management.

Other Prohibited Uses:

Employees may not use any of the company's information technology resources for any illegal purpose, violation of any company policy, in a manner contrary to the best interests of the company, in any way that discloses confidential or proprietary information of the company or third parties, or for personal gain.

Unauthorized Use and Sanctions TC "Unauthorized Use and Sanctions" \l 2 
Unauthorized Use:

The issuance of a password or other means of access is to assure appropriate confidentiality of One-Stop Communications files and information and does not guarantee privacy for personal or improper use of company equipment or facilities.

One-Stop Communications provides reasonable security against intrusion and damage to files stored on the central facilities.  One-Stop Communications also provides some facilities for archiving and retrieving files specified by users, and for recovering files after accidental loss of data.  However, One-Stop Communications is not responsible for unauthorized access by other users or for loss due to power failure, fire, floods, etc.  One-Stop Communications makes no warranties with respect to Internet services, and it specifically assumes no responsibilities for the content of any advice or information received by a user through the use of the company’s computer network.

Users should be aware that One-Stop Communications computer systems and networks may be subject to unauthorized access or tampering.  In addition, computer records, including e-mail, are considered "records" which may be accessible to the public under the law.

Sanctions:

Violators of this policy will be subject to the existing employee disciplinary procedures of One-Stop Communications. Sanctions may include the loss of computing privileges. Illegal acts involving One-Stop Communications computing resources may also subject users to prosecution by state and federal authorities.

Digital Millennium Copyright Act TC "Digital Millennium Copyright Act" \l 2 
The One-Stop Communications complies with the Digital Millennium Copyright Act (1998). The act makes it a crime to circumvent anti-piracy measures built into most commercial software. It also outlaws the manufacture, sale, or distribution of code-cracking devices used to illegally copy software.  Does permit the cracking of copyright protection devices, however, to conduct encryption research, assess product interoperability, and test computer security systems. 

The One-Stop Communications may terminate the network access of users who are found to repeatedly infringe the copyright of others and may take other disciplinary measures it deems appropriate.

Management Access to Technology Resources TC "Management Access to Technology Resources" \l 2 
Information is Company Property:

All messages sent and received, including personal messages, and all data and information stored on the company's electronic mail system, voicemail system, or computer systems are company property regardless of the content.  As such, the company reserves the right to access all of its information technology resources including its computers, voicemail, and electronic mail systems, at any time, at its sole discretion.

Employee Privacy:

Although the company does not wish to examine personal information of its employees, on occasion, the company may need to access its information technology resources including computer files, electronic mail messages, and voicemail messages.  Employees should understand, therefore, that they have no right of privacy with respect to any messages or information created or maintained on the company's technology resources, including personal information or messages.  The company may, at its discretion, inspect all files or messages on its information technology resources at any time for any reason.  The company may also monitor its information technology resources at any time in order to determine compliance with these policies, for purposes of legal proceedings, to investigate misconduct, to locate information, or for any other business purpose.  

Employees should assume that any communication - whether business related or personal - that they create, send, receive, or store on the company’s information technology resources may be read or heard by someone other than the intended recipient.  In particular, highly confidential or sensitive information should not be sent through e-mail, the Internet, or the World Wide Web. 

The company reserves the right to keep an employee's e-mail address active for a reasonable period of time following an employee's departure from the company to ensure that important business communications reach the company. One-Stop Communications will review such communications and send any appropriate personal communications to the former employee if forwarding information is provided at termination.

Monitoring:

One-Stop Communications has the right to monitor any and all usage of its computer systems including (but not limited to) sites visited by users on the Internet, chat groups, and newsgroups, and downloaded or uploaded software. All employees must be aware that the company may use automated software to monitor documents created, stored, sent, or received.

Passwords:

Some of the company's information technology resources can be accessed only by entering a password.  Passwords are intended to prevent unauthorized access to information. Passwords do not confer any right of privacy upon any employee of the company.  Thus, even though employees may maintain passwords for accessing information technology resources, employees must not expect that any information maintained on the information technology resources, including electronic mail and voicemail messages, are private.  Employees are expected to maintain their passwords as confidential.  Employees must not share passwords and must not access coworkers' systems without express authorization.

Data Collection by the Company:

The best way to guarantee the privacy of personal information is not to store or transmit it on the company's information technology resources.  To ensure that employees understand the extent to which information is collected and stored, below are examples of information maintained by the company.  The company may, however, at its sole discretion, and at any time, alter the amount and type of information that it retains.

Telephone Use and Voicemail:  Records are kept of all calls made from and to a given telephone extension.  Although voicemail is password protected, an authorized administrator can reset the password and listen to voicemail messages.

Electronic Mail:  Electronic mail is backed up and archived.  Although electronic mail is password protected, an authorized administrator can reset the password and read electronic mail.

Desktop Facsimile Use:  Copies of all facsimile transmissions sent and received are maintained in the facsimile server.

Document Use:  Each document stored on the company computers has a history, which shows which users have accessed the document for any purpose.

 Internet Use:  Internet sites visited, the number of times visited, and the total time connected to each site is recorded and periodically monitored.

Deleted Information:

Deleting or erasing information, documents, or messages maintained on the company's information technology resources is, in most cases, ineffective.  All employees should understand that any information kept on the information technology resources may be electronically recovered regardless of whether it may have been "deleted" or "erased" by an employee.  Because the company periodically backs up all files and messages, and because of the way in which computers re-use file storage space, files and messages may exist that are thought to have been deleted or erased.  Therefore, employees who delete or erase information or messages should not assume that such information or messages are confidential.

E-mail Policies TC "E-mail Policies" \l 2 
Acceptable e-mail Usage:

In the operation of this company, e-mail is a business tool. The use of e-mail is reserved primarily for business use. However, under some circumstances, One-Stop Communications e-mail systems can be used to send and receive messages to and from children, spouses, domestic partners, and immediate family, however, the time involved in such activity should be limited to no more than five minutes per day.

E-mail Passwords:

Only authorized employees issued e-mail passwords are permitted to use passwords to access their own e-mail accounts. Only authorized employees are permitted to use the password of another employee to access that employee’s e-mail account. Misuse of passwords and the unauthorized sharing of passwords will result in disciplinary action, up to and including termination.

Forwarding e-mails:

Users may not forward e-mail to others without the express permission of the sender. The express permission is necessary since frequently e-mail contains confidential, proprietary, and trade secrets. All employees must consider that e-mail messages meant for a single reader may not be meant for widespread distribution.

Chain Letters:

Employees are prohibited from initiating or forwarding chain letters via e-mail. A chain letter is a message sent to a number of people asking each recipient to send copies with the same request to a specified number of others.

Accurate Communication via e-mail:

All employees should make every attempt to communicate truthfully, accurately, and clearly via e-mail. Employees should use the same due care in drafting e-mail as they would for any other company communication.

Spamming:

Employees are prohibited, without the expressed consent of their supervisor/manager and the recipient, from sending spam (unsolicited e-mail).  Employees are prohibited from sending company-wide e-mail messages to all employees without the approval of an appropriate supervisor/manager.

Unsolicited E-Mail

If you receive unsolicited e-mail, there are several general steps that you should follow: followed:

-Send a reply to the originator requesting them to (a) stop sending unsolicited material and (b) remove your name and address from their mailing list(s). If more material is received, send a note to the Postmaster of the host, or domain, associated with the originator. Look at the From: header record, and use the hostname shown (to the right of the @ sign). 

-If the unsolicited mail continues, send a note to your postmaster, who in turn should send a note to the Postmaster of the originator's host/domain. If this fails, then your postmaster should send a note to the Internet contact person (or DNS Administrator) of the offending host/domain, or a parent domain if said mail bounces. Work your way up through all the hosts found in the Received: header records (this is the SMTP audit trail). 

-If all else fails, contact your supervisor who should report the incidents to [Company] security who may decide whether to contact the local State's Attorney's office.

-If the correspondence was threatening, or otherwise strongly illegal (not just a simple-minded "chain letter"), you should contact your supervisor who should report the incident to [Company] security who can then decide whether to contact the local FBI office, but they are most likely not going to be interested in just simple undesirable contact. 

-As a last resort, inform the originator that you're going to file a complaint with Internic, who manages Internet domain names, and has specific legal authorities associated with that (the Internic could "shut down" the offender's Internet hostname, or their Internet parent's domain, which for an ISP, should be a real concern).

Spoofing:

Employees are prohibited from hiding their identity (spoofing) when sending e-mail. Any anonymous or pseudonymous e-mail messages are prohibited.

Communication of Confidential and Sensitive Information via e-mail:

Sending via e-mail proprietary information, trade secrets, or other confidential information of the company is strictly prohibited. This type of information is a valuable asset of the company. Unauthorized dissemination of this type of information may result in civil liability as well as criminal penalties. E-mail messages are like paper documents. Client-related e-mail messages should be carefully guarded and protected.  Before sending an e-mail message every employee should think about how a third party to the message might interpret the message.

Blind ‘Carbon Copies’:

Due care must be exercised when sending blind carbon copies (blind cc) of e-mail messages. All employers using “blind cc” must ensure that the addressee’s privacy is not violated.

E-mail Ownership Policy:

All e-mail messages you create, receive, and use in the course of business is the property of One-Stop Communications. It does not belong to you or other employees or to any third party. At management’s request, employees must make available any or all company records (including e-mails). The law gives the management of One-Stop Communications the right of access to all employee messages sent or received via company systems. With regards to e-mail, employees have no expectation of privacy.

E-mail Retention:

E-mail is a generic term and does not refer to any particular type of record, however, most e-mail is typically considered to be correspondence. Records in e-mail systems include not only the messages sent and received, but also the transmission and receipt data as well.

Since e-mail is considered a type of correspondence, e-mail retention periods should agree with company records retention policy. If you have determined that the e-mail message is not correspondence, but it is another type of record, then review the appropriate retention schedule to determine the applicable retention / disposition period.  

Certain e-mail messages may be considered non-records. Examples of such non-records include: 

Non-business Listserv messages

Courtesy copies (duplicates) of messages. 

Minor, non-policy announcements or reminders, i.e., blood drives, company fund raising activities, etc.

All employees are responsible for retaining e-mails. Employees are also responsible for deleting drafts and non-business e-mail messages once they are no longer needed.  Don’t assume that even though you have deleted e-mail messages that they cannot be recovered.

Spyware Policy TC "Spyware Policy" \l 2 
One-Stop Communications computers often contain private information. Software or hardware that monitors web browsing, keyboard use or related activities must not be installed on [Company] computers. Software installed on One-Stop Communications computers must be selected cautiously. Some prohibited spyware is distributed as “free” software, for which consumers agree to allow their activities to be monitored in exchange for use of the software.

Use of spyware on personally owned computers connected to the One-Stop Communications network is prohibited. Use of programs to detect and expunge spyware is encouraged on all computers connected to the One-Stop Communications network.

This restriction is not intended to limit in any way the One-Stop Communications right to monitor any and all hardware or software owned by One-Stop Communications, or connected to the One-Stop Communications network, for the purposes of preventing or investigating improper or illegal use of One-Stop Communications systems, or preventing or investigating system problems or efficiencies.

Internet Usage Policy TC "Internet Usage Policy" \l 2 
One-Stop Communications has made substantial investments to make it possible for you to electronically communicate with fellow employees and customers as well as to seek information from the worldwide web. The purpose of these investments is to help you do you job in a more efficient manner. The company’s facilities that make this possible include costs for telecommunications, networking, additional software, and mass storage. This policy is designed to define expectations for what is acceptable and what is not when it comes to using these resources wisely.

To reiterate, Internet usage at One-Stop Communications is provided to you as a result of a significant investment and it is expected that you use these resources for business purposes. Examples of appropriate usage include the following:

Communicating with fellow employees, customers, prospects, and suppliers.

Researching topics that are relevant to your specific job requirements. 

Conducting other business activities such as working with the manager who manages the company web site (e.g. posting job opportunities, describing company products, etc.)

Under no circumstances are employees permitted to use the Internet to access, download, or contribute to the following:

Gross, indecent, or sexually oriented materials 

Sports sites

Job search sites

Entertainment sites

Gambling sites

Games, humor

Illegal drug oriented sites

Personal pages of individuals

Politically oriented sites

Confidentiality and the Internet:

Issues of confidentiality take on critical importance when it comes to the Internet. See related sections on Public Forums. The Internet provides a new level of communication enabling all levels of company employees to make statements for the company. When a company employee sends a message or communicates through a public forum as an employee, it is natural for the recipient of that message or communication to understand it to be a company position or message. In fact, as will often be the case, it may just be a personal opinion. 

Under no circumstances should employees disseminate company confidential information over the Internet to anyone that is not covered by a confidential disclosure agreement. Great care must be taken even when sending confidential information to individuals who are covered by CDAs (Confidential Disclosure Agreements). It is very easy to make a mistake when messages are sent to inadvertently include wrong addresses or the wrong file for that matter. Security and confidentiality need to be extremely high concerns for all company employees.

When confidential files are sent over the Internet, users must take great care in disseminating them. It is strongly recommended that files be encrypted before file transmissions.

Sexual Harassment:

Displaying sexually explicit images on company property is a violation of the company’s policy on sexual harassment. The employee is not allowed to download, archive, edit, or manipulate sexually explicit material while using company resources. If an employee receives material from the outside that is sexually explicit, it is wise to destroy it and advise the sender of the material that you do not wish to receive any additional material of this nature. If the originator of this material is another company employee, you should warn the employee of the company policy about sexual harassment. If the employee persists in sending the material, you should report the incident to your personnel department.

Bad Judgment/Taste:

It is a violation of company policy to store, view, or print graphic files that are not directly related to an employee’s job or the business activity of the company. Examples of these misuses might include downloading games, jokes, audio files, animations, or movie segments. 

If you receive messages from fellow employees or outsiders that are in bad taste, it is recommended that you ask them to stop sending such material. Fellow employees should be warned to stop. If it continues, employees are encouraged to disclose this information to Human Resources so a formal warning can be issued.

Honest Disclosure:

Company employees are expected to honestly disclose who they are when they send e-mail, register accounts, or when conducting other Internet transactions. Attempting to subvert these disclosure policies is a serious offense.

Excessive Resource Requirements:

Employees are reminded to make prudent use of the Internet to avoid any degradation of the overall company computing resources. Therefore, it is recommended that employees refrain from excessive downloads that might constrain computing resources.

Public Forums:

Employees are allowed to enter public forums when it makes business sense to do so. Only those employees that are authorized to speak on behalf of the company may do so in the name of the company in any newsgroup, public forum, or chat rooms. Employees that do not have this authorization cannot make statements as an individual on behalf of the company. Therefore it is necessary to identify yourself as an individual (not as a company spokesperson) when you enter any public forum. If asked whether your comments can be construed as a company statement, you can only make this claim if you are an authorized person to do so. All confidentiality matters apply to public forums. It is important to reiterate that you should make no comments about confidential information (e.g. new product information, trade secrets).

Guest Books, Newsgroups, and Bulletin Boards:

Additionally, employees must not sign "guest books" at Web sites or post messages to Internet news groups or discussion groups at Web sites.  These actions will generate junk electronic mail and may expose the company to liability or unwanted attention because of comments that employees may make.  The company strongly encourages employees who wish to access the Internet for non-work related activities to get their own personal Internet access accounts. Employees may subscribe to newsgroups providing they involve work-related topics such as local events, groups, or educational issues, however, even the use of those information resources via the company’s information technology resources should be approved by management.

Chat and Instant Messaging:

Employees are not permitted to use the company’s information technology resources for chat or instant messaging unless approved for a work purpose by management.

Financial Matters – Public Stock Questions:

The Internet is a hotbed for individuals who seek to glean the most trivial of data so they can derive insider information that could help in their assessment of the company. It is inappropriate even as an individual to make comments regarding the market for the company’s products, its profitability, or product margins. It is also inappropriate to comment on matters that could substantially affect the company’s valuation. Examples of this could include:

comments on product reliability

personnel changes

any type of sales information

product availability or exact shipment dates unless you are authorized to do this

inventory issues

Individuals will piece together what seems to be harmless information and compose a message about the company that might be misleading or just plain false and it could materially affect the valuation of the company.

Private Internet Use:

If you use the Internet at home on your own account, your privileges and privacy are assured. However, all confidentiality clauses remain – i.e., you may not make statements as a company employee. You can represent yourself as a company employee but make sure that your comments are your personal opinion and stated as such. In all cases refrain from making statements or opinions that could affect the company’s valuation, confidentiality, or image.

Content Filtering TC "Content Filtering" \l 2 
The general policy of the One-Stop Communications is to avoid filtering content passed through the [Company] network. However, content filtering may occur in the following circumstances:

One-Stop Communications will filter network traffic if it is legally required to do so. 

One-Stop Communications may block e-mail from sites known to send or transport excessive amounts of unsolicited bulk e-mail. 

One-Stop Communications may scan e-mail for viruses, worms and other malicious programs. E-mail containing such programs may be refused either in whole or in part. 

One-Stop Communication may block traffic likely to compromise the privacy of [Company] information or the security and integrity of either internal or external networks. 

One-Stop Communications may prioritize traffic passing through its network based on assumptions about traffic types and their requirements for quality of service.

Internet Access and Administration TC "Internet Access and Administration" \l 2 
The company reserves the right to limit access to the Internet for those employees who are required to use it. 

The company also reserves the right to monitor the usage of the Internet. This includes the following:

The blocking of certain sites that have been deemed offensive. Trying to subvert this blocking will be grounds for termination.

Monitoring the usage rates of the Internet by all employees and individual usage. The company reserves the right to publish this information on an internal basis. 

Monitoring the specific sites that each employee visits, and the length of each visit. 

All file transfers and e-mail deliveries will also be monitored.

All of your communications and Internet visits made during business hours are not considered to be private. Therefore treat all of your activities as such. The company reserves the right to inspect files and communications that you make to assure compliance with this policy.

Making Company Purchases over the Internet TC "Making Company Purchases over the Internet" \l 2 
Employees who have budgetary approval may use their company credit cards to purchase products over the Internet.

Virus Protection TC "Virus Protection" \l 2 
All vulnerable computers connected to the One-Stop Communications network must be protected by up-to-date anti-virus software. Viruses discovered on computers connected to the One-Stop Communications network must be removed before infected computers are used for any other purpose.

Internet Security TC "Internet Security" \l 2 
The Internet provides great benefits and great risks. As never before, the company’s resources can be severely impaired or damaged when proper procedures are not adhered to.

Passwords:

Company employees will be assigned passwords and User Ids to access the Internet. Employees must keep this information confidential. You are not allowed to share these Ids with other employees.

Virus, Trojan Horses, etc.:

All files that are downloaded must be first scanned for possible infection. Any employee who knowingly tries to propagate the Internet or internal resources with infected viruses or Trojan Horses will be subject to termination.

Firewalls, Security Systems:

The company has installed a variety of systems to thwart intrusion by outside hackers. It is extremely important that system integrity be maintained. Any user who tries to over ride these security measures will be subject to termination.

Use of Modems:

Because independent modems can be infiltrated by outside users, all computers that are authorized with this usage must be separate from the networking facilities of other company computers.

Internet Miscellaneous TC "Internet Miscellaneous" \l 2 
Signed, Written Acknowledgement of Internet Policy:

I acknowledge the Company Internet Usage Policy/E-Policy. I have read the policy in full and fully agree to abide by all its terms. I understand that the company may monitor my personal use of the Internet and that my communications are not considered private. All communications may be recorded and stored for archival retrieval. I understand that if I violate the terms of this policy that my employment could be subject to termination or even civil prosecution.
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